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INTRODUCTION

The USB-to-SPI Bridging feature gives system designers using Microchip hubs expanded system control and potential
BOM reduction. The use of a separate USB-to-SPI device is no longer required, and a downstream USB port is not lost
as occurs when a standalone USB-to-SPI device is implemented. This feature is available on Microchip hubs which con-
tain the internal Hub Feature Controller and an SPI interface. These hubs include USB4712, USB4714, USB4715,
USB4912, USB4914, USB4916, USB4925, and USB4927.

Commands may be sent from the USB Host to the internal Hub Feature Controller (HFC) device in the Microchip hub
to perform the following functions:

* Get hub information

* Reset the hub

» Force boot from internal ROM

« Enable SPI pass-through interface

» Disable SPI pass-through interface

» SPI pass-through write/read

SECTIONS

General Information
Part Number-Specific Information
Microchip Software Solutions

Low-Level Implementation

REFERENCES

Consult the following documents for details on the specific parts referred to in this document:

» USB4712 Data Sheet

» USB4714 Data Sheet

» USB4715 Data Sheet

» USB4912 Data Sheet

» USB4914 Data Sheet

» USB4916 Data Sheet

» USB4925 Data Sheet

» USB4927 Data Sheet

* SST26VF016B Data Sheet

» Configuration of the USB471x and USB49xx Application Note
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GENERAL INFORMATION

The USB-to-SPI Bridging features in Microchip hubs work via host commands sent to a Hub Feature Controller embed-
ded within the hub located on an additional internal USB port. In order for the bridging features to work correctly, this
Internal Hub Feature Controller must be enabled by default. The SPI interface is always enabled after reset. It can be
disabled by setting the SPI_MASTER_DIS bit in the PAD_MUX_CTL register. See Table 1 below for details on default
Hub Feature Controller settings by part number.

TABLE 1: DEFAULT SETTINGS FOR HUB FEATURE CONTROLLER ENABLE

Part Number Part Summary Hub Controller Default Setting
UsSB4712 One USB upstream port and one USB Flex port Enabled
USB4715 One USB upstream port and four USB Flex ports Enabled
USB4912 One USB upstream port and two USB CarPlay ports Enabled
USB4914 One USB upstream port, two USB CarPlay ports, Enabled
and one non-removable standard USB port

USB4916 One USB upstream port, four USB CarPlay ports, and one | Enabled
non-removable standard USB port

USB4925 One USB upstream port, one secondary USB downstream | Enabled
port, two USB CarPlay ports, and one non-removable stan-
dard USB port

USB4927 One USB upstream port, one secondary USB downstream | Enabled
port, four USB CarPlay ports, and one non-removable stan-
dard USB port

The Hub Feature Controller is connected to an extra internal port in the hub. (See Figure 1.) For example, in a four-port
hub, the Hub Feature Controller is connected to port 5. The Product ID (PID) varies as per the SKU selected. All bridging
commands are addressed to the Hub Feature Controller and not the hub.

FIGURE 1:
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SPI Bridging Commands

The following SPI functions are supported:
* Get Hub Information

* Reset the Hub

* Force Boot from Internal ROM

» Disable the SPI Pass-Through Interface
* Enable the SPI Pass-Through Interface
» SPI Pass-Through Write/Read

GET HUB INFORMATION

The host can get information about the hub by issuing the GET_HUB_INFO command. In response, the hub sends a
packet which contains information about the device revision, firmware version, and boot mode.

RESET THE HUB

The host can soft reset the hub externally by issuing CMD_DEV_RESET command. This forces the hub firmware to
start execution from 0x000000 and go through the boot sequence again.

FORCE BOOT FROM INTERNAL ROM

In cases where the hub is executing out of an external SPI ROM and the host wants to perform SPI pass-through
transfers with the SPI ROM, this command sequence can be used to force the hub to boot and execute from the internal
ROM.

ENABLE THE SPI PASS-THROUGH INTERFACE

To acquire the SPI interface, the host must send a CMD_SPI_ENTER_PASSTHRU SETUP packet before performing
any SPI Write/Read commands. The SPI interface may operate at either 30 MHz or 60 MHz (based on pin strapping).

DISABLE THE SPI PASS-THROUGH INTERFACE

The SPI pass-through interface can be disabled after read/write operations by sending a CMD_SPI_EXIT_PASSTHRU
SETUP packet.

SPI PASS-THROUGH WRITE/READ

The SPI pass-through interface allows single/multi-byte write access and read access. In case of these operations, the
SPI interface functions as a complete pass-through, which means any SPI data sent as a payload in the USB transfer
gets transferred on to the SPI lines directly. Therefore, the host must properly arrange data payloads in the appropriate
SPI-compatible format and bit order, including the SPI slave device address. Up to 256 bytes can be written to an SPI
peripheral using an SPI Write command sequence.

Data can also be read from an SPI peripheral using a combination of SPI write/read pass-through transfers. The host
first needs to send a SETUP packet which informs the hub about the number of bytes to be read. Following this com-
mand, the requested data bytes are stored by the hub in an internal register at 0xBFD22310. The SPI Read command
sequence can then be initiated by the host to retrieve the data. Up to 512 bytes of data can be read per SPI Read com-
mand sequence.

SPI Interface SETUP Requirements
SPI MASTER INTERFACE

The SPI interface always acts as an SPI master.

SELECTING SPI FREQUENCY

The SPI interface may operate at either 30 MHz or 60 MHz. The speed is selected by pin strapping the SPI_SD_SEL
pin (which is the SPI_DO pin during runtime) and is detected at power-on or at the end of reset. The strapping options
are:

* GND (Logical 0) = 30 MHz

» 3.3V (Logical 1) = 60 MHz
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When running in 30 MHz mode, the SPI_DO/SPI_SPD_SEL pin drives to 0V during a Suspend state. When running in
60 MHz mode, the SPI_DO/SPI_SPD_SEL pin tristates during a Suspend state.

SPI MODES OF OPERATION

Both SPI Modes 0 and 3 are supported:

* Mode 0: Clock Polarity = 0, Clock Edge = 1
* Mode 3: Clock Polarity = 1, Clock Edge = 0

Dual Output Enable mode is also supported.

The default mode of operation is Mode 0 with the Dual Output Enable mode disabled. If the mode of operation is to be
modified, a register write to the SPI_CTL (0xBF802400) register must be performed.
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PART NUMBER-SPECIFIC INFORMATION

Part Summary
In USB471x/USB49xx devices, SPI interface signals are associated with dedicated pins. See Table 2 for information on
the pins.
TABLE 2: USB471X AND USB49XX SPI INTERFACE PIN NUMBERS
Device SPI_DI SPI_CE_EN SPI_DO SPI_CLK SPI_D2 SPI_D3
(Note 1)
USB4712 23 24 22 21 26 27
uUSB4715 23 24 22 21 26 27
uUSB4912 23 24 22 21 26 27
USB4914 23 24 22 21 26 27
USB4916 31 32 30 29 34 35
USB4925 23 24 22 21 26 27
uUsSB4927 31 32 30 29 34 35
Note 1: This pin is also the SPI_SPD_SEL strap which selects between 30 MHz and 60 MHz speed of operation.

© 2017-2018 Microchip Technology Inc.
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MICROCHIP SOFTWARE SOLUTIONS

Microchip currently offers two publicly available software solutions to facilitate USB-to-SPI Bridging in a USB471x/
USB49xx series hub on Windows and Linux.

MPLAB Connect Configurator Package (For Windows)

The MPLAB Connect Configurator (MPLABCC) package consists of both GUI-based and CLI-based tools which support
USB-to-SPI Bridging in a standalone form. In addition, it contains a Dynamically Linked Library (DLL) for Windows which
can be used for implementing USB-to-SPI Bridging feature in custom applications using C programming language. The
MPLABCC DLL consists of the following:

» User's guide: A detailed description of how to use the DLL API to call each function

* Release notes

 Library files: A .dll and a .lib file

* Example code

Application Code Examples (For Linux)

For implementing USB-to-SPI Bridging on Linux, you can use one of the following USB471x/USB49xx Linux Application
Code Examples (ACEs):

» ACE002 USB Pseudo-OTP Programmer: This ACE demonstrates how to program the pseudo-OTP and read it
back using USB-to-SPI Bridging commands.

* ACE003 USB SPI Firmware Programmer: This ACE demonstrates how to program the hub firmware to different
types of Microchip SPI flash memories using USB-to-SPI Bridging commands.

« ACE004 USB-to-SPI Bridging: This ACE demonstrates how to transfer data to and from the SPI interface in
USB471x/USB49xx using USB-to-SPI Bridging commands.

These application examples use libusb library for Linux to build and send USB packets as described in Low-Level Imple-
mentation. Each ACE is a full-feature code example that consists of:

» Example code with minimal abstraction and in-line comments describing the various steps involved
* A Makefile
+ README

These ACEs can be used as standalone applications or can be integrated into existing applications.

Note:  Visit the product page on www.microchip.com for any of the hubs listed in this document to download the
software solution for the desired operating system.
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LOW-LEVEL IMPLEMENTATION

The USB-to-SPI Bridging features may be implemented at the lowest level if you have the ability to build USB packets.
This approach is required if you are not using a Windows or Linux host system and cannot use the solutions described
in Microchip Software Solutions.

The details of these low-level USB packets are shown below.

Get Hub Information

The following GET_HUB_INFO SETUP packet needs to be sent to get the hub-related information.(See Figure 2.) Refer
to Table 3 for the USB SETUP command details.

TABLE 3: USB SETUP COMMAND: GET HUB INFORMATION
SETUP Packet Value Description
bmRequestType 0xCO0 Host-to-device data transfer with a vendor-specific command that
targets the device
bRequest 0x09 GET_HUB_INFO command
wValue 0x0000 Reserved
windex 0x0000 Reserved
wlLength 0x0006 Size of the HUB_INFO structure

The hub responds with a Hub Information Structure (HUB_INFO) during the DATA phase. (See Figure 2.) The details
on the hub information structure (DATA phase) are in Table 4.

TABLE 4: HUB INFORMATION STRUCTURE (DATA PHASE)
Offset Size Field Description
0x00 2 FW Revision Firmware revision
0x02 1 Device Revision Silicon mask revision
0x03 2 ASIC Type ASIC type:
0xA0
0xB0
0x05 1 Feature Flag Bit 0: Current code execution area,
0: ROM, 1: SPI
FIGURE 2: GET_HUB_INFO (SETUP AND DATA PHASE)
N Transaction [H|f SETUP ADDR [EXBEIIEDE Tp R [bRequest wValue [Windex| wLength ACK
[ 1235 S| oxB4 0 |[o|D->H[V|I] 0x09 |0x0000|0x0000 0x4B 4.944 684 716
2 Packet |, SETUP  ADDR [[H\bJJICRCS! Pkt Len Duration Idie Time Stamp
5 41978 | OxB4 0x16 166.667ns | 167.330ns 4.944 684 716
£ Packet o DATAO Data CRC16 PktlLen Duration Idle Time Stamp
5 41979 : 0xC3 |C1 09 00 00 00 00 0d op|ox1713| 18 300.000ns | 266.000 ns 4944 685 050
Packet ACK Duration _
S 41980 1f DE 0x4B 8 133.333ns | 910.150 us SRSl
" Transaction [H] IN ADDR [EI3) ACK
1279 LS| 0x96 7 0 |[1]26 01 B1 06 03 01 0x4B 4945 595 766
Packet H ADDR [EYDICRES5] Pkt Len Duration Idle Time Stamp
§ 42074 | 0x96 0x16 133333ns | 332.660ns 4945595 768
=, Packet ﬂ DATA1 ' Data [CRC16]/PktLen Duration Idle Time Stamp
S 42075 0xD2 |6 bytes|OxC3F4 266.667ns | 333.330ns 4,945 596 232
I Packet i ACK Duration Time Time Stamp
S5 42076 | 0x4B 8 133.333 ns 6.268 us 4,945 596 832

© 2017-2018 Microchip Technology Inc.
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Reset the Hub

The hub can be soft reset externally from the host by issuing the CMD_DEV_RESET command. This command does
not have a DATA phase. (See Figure 3.) The existing device handle becomes invalid when the hub is reset. The host
must acquire a new device handle by reopening the hub. See Table 5 for the USB SETUP command information.

TABLE 5: USB SETUP COMMAND: RESETTING THE HUB

SETUP Packet Value Description

bmRequestType 0x41 Host-to-device data transfer with a vendor-specific command that
targets the device

bRequest 0x29 CMD_DEV_RESET Command

wValue 0x0001 Reserved

windex 0x0000 Reserved

wlLength 0x0000 No DATA phase

FIGURE 3: RESETTING THE HUB (SETUP PHASE)

“TransactionWH| SETUP ADDR EHEBN 7r R bREgUEst wvalue [WiRdex] wiength
1859  [SIHEED 7 0 |[o]H=D[V 1] 0x0001[0x0000] 0 || 0x4B 4.964 601082
= IO N [ | seTue  Acor EXEEIGRGS| PkiLen Duration idle Time Stamp
S 43402 [5][ oxB4 7 o Jox18] 10 186.8680 ns 187.330 ns 4.984 801082

Packet [ [ patao § Data CRC168 PktLen Duration Idle Time Stamp
43403 | [ oxc3 |41 29 01 00 00 00 00 00Joxc3ps| 18 300.000 ns 300.000 ns 4.964 601416

[

[

|  Packet |T [ Ack Duration Time Time Stamp

| 43404 | | ox4B 8 100.000 ns 1.394 ms 4.964 6802016

Force Boot from Internal ROM

Chi

Cho

If the hub is executing out of external SPI ROM and the host needs to perform SPI pass-through operations on the SPI
ROM, then the hub needs to be forced to execute from internal ROM for the operations to succeed. This can be achieved
by the following command sequence:

1. STEP 1: The disable SPI signature “DSPI” needs to be written to the XDATA memory location 0OxBFD227EC.
(See Figure 4.) The hub checks for this signature during the boot sequence. Refer to Table 6 for the USB SETUP
command.

TABLE 6: USB SETUP COMMAND: WRITING DSPI SIGNATURE

SETUP Packet Value Description
bmRequestType 0x40 Vendor-specific command with host-to-device data transfer
bRequest 0x03 CMD_MEMORY_WRITE
wValue 0x27EC ADDR_LO
windex 0xBFD2 ADDR_HI
wlLength 0x0004 Number of data bytes to write

During the DATA phase of this transaction, the signature “DSPI” is sent to the hub. EPO OUT Data = 0x44, 0x53, 0x50,
0x49 (‘D’, ‘'S, 'P’, 'I").

DS00002430C-page 8 © 2017-2018 Microchip Technology Inc.
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FIGURE 4: XDATA (0XBFD227EC) WRITE (SETUP AND DATA PHASE)

“TransactionUH| SETUP ADDR LB 1 - [BREqEEs wvalue [WiRdex] wiength
1485  [SI|HEED 7 0 |[o]==D[ Vv [D] o0x03 [ox27EC|0xBFD2| 4 0x48 4.956 678 832
2 H H| setur  ADDR [ENE5]CRES| PktLen Duration Idle Time Stamp
S| 42583 [5|[  oxB4 7 0 |ox16][ 8 133.330 ns 200.660 ns 4.956 678 832
o Packet [ [ oaTao Data CRGC16 | PktLen Duration Idle Time Stamp
O 42584 | [ oxc3 |40 03 Ec 27 D2 BF 04 00|ox05cc| 18 266.660 ns 299.330 ns 4956 679 166

g[ Packet lt I ACK Duration Time Time Stamp
S azsss | [ ox4B 8 100.000 ns 1.500 ms 4.956 679 732
“Transaction H ouTt Bl:‘.F|
1558 5[ oxs7 7 0 |[1]4 bytes 0x69 4.958179 432

o Packet | [ our BEEYENOP[EEEEET Duration Idle Time Stamp
S| 42743 | [ oxs7 7 0 [ox16] 10 166.660 ns 167.330 ns 4.958 179432

o Packet [ TTE] ESESEN Data CRC16 | Pkt Len Duration Idle Time Stamp
O 42744 [E][ oxD2 44 53 50 40[0x6733] 14 233.330 ns 300.660 ns 4.958 179 766

2 1 2! H Duration Time Time Stamp
— 42745 =] 0x69 2 133.330 ns 1.329 ms 4.958 180 200

2. STEP 2: Set bit 3 of XDATA memory address OxBFD1DA1C. (Refer to Figure 5.) See Table 7 for the USB
SETUP command information.

TABLE 7: USB SETUP COMMAND: SETTING BIT 3 AT 0XBFD1DA1C

SETUP Packet Value Description
bmRequestType 0x40 Vendor-specific command with host-to-device data transfer
bRequest 0x03 CMD_MEMORY_WRITE
wValue 0xDA1C ADDR_LO
windex 0xBFD1 ADDR_HI
wlLength 0x0001 Number of data bytes to write

During the DATA phase of this transaction, the signature 0x08 is sent to the hub. (See Figure 5.)
EPO OUT Data = 0x08

FIGURE 5: XDATA (0XBFD1DA1C) WRITE (SETUP AND DATA PHASE)

“TransactionVH| sSETUP  ADDR [EGE| BN T R [BREGUES wvalue [WiAdex] wiength
1821 S| oxB4 7 0 |[o]H=D|Vv [D] o0x03 [oxDA1C[0xBFD1[ 1 0x4B 4 .959 594 986

2 H [H| setur  Aoor [ENEG][CRES PitLen Duration Idle Time Stamp
S 42882 [ oxB4 7 0 [ox18] 8 133.330 ns 200.860 ns 4.959 594 986

o| Packet | DATAO K Data CRC18 PktLen Duration Idle Time Stamp
2

S 42883 | 0xC3 |40 03 1C DA D1 BF 01 00|oxsBco| 16 266.660 ns 299.330 ns 4 . 959 595 300
g[ Packet | [ Ack Duration Time Time Stamp

S| a283¢ | [ oxeB 8 133.330 ns 1.395 ms 4.959 595 866

*Transaction |[H Aoor ENER
1690 Sl oxe7 7 o |[1]1 byte|[ oxes 4.960 990 4668

Packet L ouT ADDR |3 = 4 CRCS| Pkt Len Duration Idle Time Stamp
43033 | | oxs7 7 0 [ox18] 10 186.680 ns 167.330 ns 4.960 990 468

EH H| patA1 ‘Data [[GRGI0)PkiLen Duration Idle Time Stamp
S| 43034 5[ oxD2 08 [oxs29E| 10 166.660 ns 333.330 ns 4.960 990 800

2 T = :H Duration Time Stamp
= 43035 S 0x69 =] 100.000 ns 3.540 ms 4.960991 300

=]
<

3. STEP 3: Reset the hub as specified in Reset the Hub.
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Enable SPI Pass-Through Interface

The following SETUP packet command is required to enable the SPI pass-through interface. (See Figure 6.) The inter-
face must be enabled before any Write/Read commands could be issued by the host. Note that there is no DATA phase
to this USB transaction. Refer to Table 8 for the USB SETUP command.

TABLE 8: USB SETUP COMMAND: ENABLING PASS-THROUGH INTERFACE

SETUP Packet Value Description

bmRequestType 0x41 Host-to-device data transfer with a vendor-specific command that targets
the device

bRequest 0x60 CMD_SPI_ENTER_PASSTHRU

wValue 0x0000 Reserved

windex 0x0000 Reserved

wlLength 0x0000 No DATA phase

FIGURE 6: ENABLE SPI PASS-THROUGH INTERFACE (SETUP PHASE)

“TransactionWH|| SETUP ADDR BN e R [BREGUESH wvalue [WiAGEX] wiength
3531 S| oxB4 9 0 |[o[H=D[ v [i| oxe0 Joxoooo|oxo000 o 0x4B 13. 640 274 086
= H [B|F seTuP | ADDR CRCS5| Pkt Len Duration Idle Time Stamp
2 |
S| sese3 S oxB4 9 0 [ox13] 8 133.330 ns 200.860 ns 13 . 640 274 066
EI Packet | [ oatao § Data CRC16 PktLen Time Stamp
S| sese4 | [ oxcz 41 60 00 00 00 00 00 00Jox5870] 18 266.860 ns 299.330 ns 13 . 640 274 400

gl Packet [ l ACK Duration Time Time Stamp
S[ seses | [ ox4B 6 100.000 ns 57.034 us 13 . 640 274 960

Disable Pass-Through Interface

The following SETUP Packet command is required to disable the SPI pass-through interface. (See Figure 7.) Note that
there is no DATA phase to this USB transaction. Refer to Table 9 for the USB SETUP command.

TABLE 9: USB SETUP COMMAND: DISABLING SPI PASS-THROUGH INTERFACE

SETUP Packet Value Description
bmRequestType 0x41 Host-to-device data transfer with a vendor-specific command that targets
the device
bRequest 0x62 CMD_SPI_EXIT_PASSTHRU
wValue 0x0000 Reserved
windex 0x0000 Reserved
wlLength 0x0000 No DATA phase

FIGURE 7: DISABLE SPI PASS-THROUGH INTERFACE (SETUP PHASE)

[T ——— wrer s S RS L | o J e e T mern e

* Transaction [HI] SETUP ADDR BB 7 R BREGUESE wVvalue [WiRdex] wLength ACK
CARCENN Y| oxB4 | 9 | 0 J[o[H>DJV[iI] ox62 [0x0000[0x0000] 0 J[ 0x48 15 . 286 565 716
Packet i SETUP ADDR [HI[3]3 [CRCS| PktLen Duration Time Stamp
286258 0xB4 9 0 0x19 10 167.320 ns 15 . 286 565 716
= H [ [ _oaTAO Data CRC16 Pkt Len Duration Idie Time Stamp
0 286259 S 0xC3 [41 62 00 00 00 00 00 OOfoxoC73| 18 300.000ns | 266.000 ns 15 . 286 566 050
Packet o ACK Duration Time Stamp
286260 | | oxaB 8 133.333 ns 64.266 us 15 . 286 566 616
~ Transaction |H
81799 si 0x96 9 0 1|0 bytes 0x4B 289.968 us 15 . 286 630 882
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SPI Pass-Through Write/Read

The SPI Pass-through Write/Read command sequence consists of the following phases:

CMD_SPI_ACCESS PHASE

The host sends the following SETUP Packet command during the CMD_SPI_ACCESS phase. The non-zero windex in
this case holds configurable fields which instruct the hub firmware to poll any Status bits (like Busy bits in case of an
SPI flash) during an SPI Read/Write access. Refer to Table 10 for the USB SETUP command.

TABLE 10: USB SETUP COMMAND: CMD_SPI_ACCESS

SETUP Packet Value Description
bmRequestType 0x41 Host-to-device data transfer with a vendor-specific command that targets
the device
bRequest 0x61 CMD_SPI_PASS_THRU_WRITE
wValue OxNNNN Total length is the total number of data bytes to be sent to the SPI

peripheral during the DATA phase that follows this SETUP packet.

Total length = Signature length + Configurable field number + Command
length + Response length

(“SPID” Signature (4 bytes) + Configurable fields (4 bytes) + Number of
bytes to transmit in the Command buffer + Number of bytes to receive in
Response buffer)

windex O0xNNOO This value holds the number of configurable fields required for polling the

Status bit. NN is the number of configurable fields.

The configurable parameters are:

1. Status (Busy) bit location to Poll

2. Opcode for Status Read

3. Number of dummy bytes in the response

4. Index of the Response buffer to fetch the Status register value being
polled

Here NN is 04.

wLength N Number of bytes the SPI interface will transmit in the following data

stage.
wlLength = Total length — Response length

DATA PHASE
During this phase, the host sends an OUT DATA packet to the SPI peripheral. This packet is formatted as follows:
EPO DATA =

Index 0: S (0x53)

Index 1: P (0x50)

Index 2: 1 (0x49)

Index 3: D (0x44)

Index 4: Busy bit (0x01)

Index 5: Read Status opcode

Index 6: Number of dummy bytes in response

Index 7: Index of the Response buffer to fetch the Status register value being polled

Index 8 to Index n: Command buffer data (command byte, address byte, dummy bytes, and up to 256 data bytes)

© 2017-2018 Microchip Technology Inc. DS00002430C-page 11
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RETRIEVING THE DATA (APPLIES TO BLOCK READ ONLY)

These additional SETUP and DATA phases are applicable only in case of SPI Block Reads. During the previous DATA
phase (See Data Phase.), based on the opcode, the hub retrieves the requested number of data bytes from the SPI
peripheral and stores it internally in a register at location 0OxBFD22310.

During this phase, the hub first sends the following SETUP packet to read the hub's internal register which contains the
requested data. See Table 11 for the USB SETUP command.

TABLE 11: USB SETUP COMMAND: SPI BLOCK READ

SETUP Packet Value Description
bmRequestType 0xCO0 Vendor-specific command with device-to-host to data transfer
bRequest 0x04 CMD_MEMORY_READ
wValue 0x2310 ADDR_LO
windex 0xBFD2 ADDR_HI
wlLength OxNNNN Number of data bytes to be retrieved

This is followed by a DATA phase where the hub responds to the host with an IN packet containing the requested
number of bytes retrieved from the SPI peripheral.

Single-Byte Instruction Write Example

Figure 8 shows an example where a single-byte instruction (WREN) is written to enable the Write latch in case of a
SST26VF016B SPI flash memory. Refer to Table 12 for the USB SETUP command information.

TABLE 12: USB SETUP COMMAND: SPI SINGLE-BYTE WRITE

SETUP Packet Value Description
bmRequestType 0x41 Host-to-device data transfer with a vendor-specific command that tar-
gets the device
bRequest 0x61 CMD_SPI_PASS_THRU_WRITE
wValue 0x0009 Total length = Signature length (4 bytes) + Configurable field number
(4 bytes) + Command length (1 byte) + Response length (0 byte)
windex 0x0400 Number of configurable fields for polling status

The configurable parameters are:

1. Busy bit location to Poll (0x01)

2. RDSR opcode (0x05)

3. Number of dummy bytes in the response (0x00)

4. Index of the Response buffer to fetch the Status register value that
was returned (0x00)

wlLength 0x0009 Number of bytes the SPI interface will transmit in the following data
stage

wLength = Total length — Response length

wLength =9 — 0 = 9 bytes

RDSR(0x05) is the Read Status register instruction and WREN (0x06) is the Write Latch Enable instruction for
SST26VF016B.

During the DATA phase of this command sequence, the host sends an OUT packet containing 9 bytes to the SPI Flash
as shown in Figure 8.

DS00002430C-page 12 © 2017-2018 Microchip Technology Inc.
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EPO OUT Data =

Index 0: S (0x53)

Index 1: P (0x50)

Index 2: 1 (0x49)

Index 3: D (0x44)

Index 4: Busy Bit (0x01)

Index 5: Read Status opcode (RDSR:0x05)

Index 6: Number of dummy bytes in response (0x00)

Index 7: Index of the Response buffer to fetch the read status byte (0x00)
Index 8 to Index 9: Command buffer data {Command byte: WREN (0x06)}

FIGURE 8: SINGLE-BYTE SPI WRITE (SETUP AND DATA PHASE)
* Transaction [H| m BN T R |BREGUSSY wValue [WINGEX] wLength m
38062 s] 0xB4 9 0 O|H->D[V [I| Ox61 |0x0009|0x0400 9 0xdB 14 . 373604 182
Bm Hi] seTuP ADOR [E3]CRCS Pkt Len Duration Idle Time Stamp
179595 B4 oxB4 | 9 | 0 [ox19[ 10 | 167.330ns | 14373694 182
Packet 5 IH DATAO § Data CRC16 Pkt Len Duration Time Stamp
179596 |" WIEN| OxC3 41 61 0% 00 00 04 09 00]0xB263] 18 || 300.000 ns 14 . 373 694 516

o Packet D ACK Duration Time Stamp
6 179597 | oxaB 8 133.333ns 88.300 us 14 . 373 695 082
* Transaction [HI ADDR
38068 Si 1|9 bytes 0x69 14 373783 382 WREN
0 Packet H A
6 179610 0x87 9 0 |o0x19]| 10

14373783382

o o |B] DaTA1 Data Duration Idle Time Stamp
179611 =0 & 300.000 ns 300.000 ns 14 . 373783 716

SPI Block Write Example

The SPI pass-through interface allows the host to perform a block write of up to 256 bytes. Figure 9 shows the SETUP
packet for performing a block write to a SST26VF016B SPI flash memory. See Table 13 for the USB SETUP command
details.

TABLE 13: USB SETUP COMMAND: SPI BLOCK WRITE

SETUP Packet Value Description
bmRequestType 0x41 Host-to-device data transfer with a vendor-specific command that tar-
gets the device
bRequest 0x61 CMD_SPI_PASS_THRU_WRITE
wValue 0x010C Total length = Signature length (4 bytes) + Configurable field number

(4 bytes) + Command length (1-byte opcode + 3 bytes of address + 256
data bytes) + Response length (0 byte)

windex 0x0400 Number of configurable fields for polling status

The configurable parameters are:

1. Busy bit location to Poll (0x01)

2. RDSR opcode (0x05)

3. Number of dummy bytes in the response (0x00)

4. Index of the Response buffer to fetch the Status register value that
was returned (0x00)
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TABLE 13: USB SETUP COMMAND: SPI BLOCK WRITE (CONTINUED)

SETUP Packet Value Description

wlLength 0x010C Number of bytes the SPI interface will transmit in the following data
stage

wlLength = Total length — Response length

wlLength = 268 — 0 = 268 bytes (0x010C)

FIGURE 9: SPI BLOCK WRITE (SETUP PHASE)

* Transaction H DN Tp R BREqUESH wValue [WIndEX] wLength
38028 - 0x4B 14 . 373 044 666

| SETUP

Time Stamp

6 179514 ! 0xB4 9 0 |0x19 | 10 166667 ns | 167.330ns 14 . 373 044 666
0 Packet DATADO § Data CRC16 PktlLen Duration Time Stamp
179515 [' | 0xC3 |41 61 OC 01 00 04 OC 01{0x4DC3| 18 300.000 ns | 300.000 ns 14 . 373 045 000

o Packet D Ti Time Stamp

[ [ 173;5‘?6 It E| Oxas | 1us 69us 14.373 045

During the DATA phase (See Figure 10.) of this command sequence, 268 bytes are transferred to the SPI flash via the
hubs pass-through interface. The DATA Packet consists of the following:

EPO OUT Data =

e Index 0: S (0x53)

e Index 1: P (0x50)

* Index 2: 1 (0x49)

* Index 3: D (0x44)

» Index 4: Busy bit (0x01)

* Index 5: Read Status opcode (RDSR:0x05)

* Index 6: Number of dummy bytes in response (0x00)

» Index 7: Index of the Response buffer to fetch the read status byte (0x00)

* Index 8 to Index 267: Command buffer data {Command byte: PAGE PROGRAM (0x02), address byte (0x02,
0x7C, 0x00), dummy byte (none), and up to 256 data bytes}

In this case, PAGE PROGRAM (0x02) instruction is specific to SST26VF016B.

FIGURE 10: SPI BLOCK WRITE (DATA PHASE)

" Transaction [HI| SETUP  ADOR [E15| KA MNEHN To R [BREGUSSY w\Value [WIfdER wLength
38028 S [o[H->D[ v 1| ox61 [0x010C]0x0400

SETUP | ADOR [EIIE]

[ Packet [ [ E
E 179514 B[ oxe4 14373044 666
[ _Packet [ TIEI[ OATAC Data CRC16 PktLen | Duration Idie Time Stamp
179515 ¥l | oxc3 41 61 Oc 01 00 04 0C 01)0x4DC3| 18 300.000 ns_| 300.000 ns 14 . 373 045 000
L Time Stamp
179516 o[ 0B

* Transaction [HI|IECNIE ~0oR [EEE) 7 Data E me Stamp Page Program
36033 S| LA EN O |

E-ﬂﬁ-mh
S
[Packet [ TIEN IGISEY
T7oszs W[ ooz |
32: FF FF FF FF PF FF FF FF FF FF FF FF PP FF FF FF FF FF FF FF FP PP FF FF FF FF FF FF FF PP FP FF|
[ Packet | Duration Time Time Stamp
179529 0x69 13333308 | 65000us | 14.373117466
ADOR EEE|E’  Data
0 €4 byces 0x69 69.000 us 14373 182 486
oo 64 bytes|| 0x69 87.966 us 14373251 466
R GEGE|’  Data
0]64 bytes|[ 0x69 66918us | 14373339432
53] 7’ Data / Tin Tin

e me Stamp

CRC16 Pkt Len Duration

" Transaction [H
38037 S

" Transaction [HE
38041 S

" Transaction [H|
36046

[_0x69 |[ 252066us | 14373406350

S 1]12 bytes|
[ o |H
ECOGOM | 0x95 | 9 | 0 |[1]0 bytes|[ 0x8 35766us | 14373658416
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SPI Block Read Example

The SPI pass-through interface allows the host to perform a block read of up to 512 bytes. Figure 11 shows the SETUP
packet for this transaction in case of a SST26VF016B SPI flash memory. See Table 14 for the USB SETUP command
information.

TABLE 14: USB SETUP COMMAND: SPI BLOCK READ

SETUP Packet Value Description
bmRequestType 0x41 Host-to-device data transfer with a vendor-specific command that
targets the device
bRequest 0x61 CMD_SPI_PASS_THRU_WRITE
wValue 0x020D Total length = Signature length (4 bytes) + Configurable field num-

ber (4 bytes) + Command length (1-byte opcode + 3 bytes of
address +1 dummy byte) + Response length (512 data bytes)

windex 0x0400 Number of configurable fields for polling status

The configurable parameters are:

1. Busy bit location to Poll (0x01)

2. RDSR opcode (0x05)

3. Number of dummy bytes in the response (0x00)

4. Index of the Response buffer to fetch the Status register value
that was returned (0x00)

wlLength 0x000D Number of bytes the SPI interface will transmit in the following data
stage

wLength = Total length — Response length

wlLength = 525 — 512 = 13 bytes (0x000D)

FIGURE 11: SPI BLOCK READ (SETUP PHASE 1 AND DATA PHASE 1)
* Transaction H LB Tp R BREGUest wVvalue [WiRdex] wLength m
69120 Q(H->D|V || 0x61 0x0200 [0x0400 13 0x48 15 . 027 751 416
Packet SETUP  ADDR CRCS Pkt Len Duration Time Stamp
255453 0xB4 9 0 0x19 10 7 167.330 ns 15. 027 751 416

Packet __ | DATAO § Data CRC16 Pkt Len Duration Idie Time Stamp
255454 0xC3 141 61 OD 02 00 04 OD 00|OxECA2 18 300.000 ns 300.000 ns 15 . 027 751 750

0 Packet ]fo ACK Duration Time Stamp
255455 | oxaB 6 92.766 us 15 . 027 752 350 | High Speed Read I

* Transaction |H n_)_n ENDP | B Data NYET m
69126  |S/ | 0 J[1]53 50 45 44 01 05 00 oofJosJo2 1 00 00 0x69 15 . 027 845 116

Packet [ (e ~00R [EIsI5 [CRES] Pkt Len
255468

Duration Time Stamp
0x87 0 10 166.667 ns 167.330 ns 15 . 027 845 116

Packet H DATA1 Data CRC16 Pkt Len Duration Idie Timg
6 255469 0xD2 53 50 49 44 01 0S 00 00 OB 02 1E 00 00]|0x13D3]| 22 366.667 ns 299.330 ns 15.02

o Packet o Duration Time Time Stamp
5 255470 0x69 6 100.000 ns 272.366 us 15 . 027 846 116
ADOR [HIF

0 1 0x4B 39.168 us 15 . 028 118 482

During the DATA phase (See Figure 11.) that follows, 13 bytes are transferred to the hub. The DATA packet consists of
the following:

EPO OUT Data =

e Index 0: S (0x53)

e Index 1: P (0x50)

e Index 2: | (0x49)

* Index 3: D (0x44)

* Index 4: Busy bit (0x01)

* Index 5: Read Status opcode (RDSR:0x05)

* Index 6: Number of dummy bytes in response (0x00)

” Transaction [H
69138 8]

© 2017-2018 Microchip Technology Inc. DS00002430C-page 15



AN2430

» Index 7: Index of the Response buffer to fetch the read status byte (0x00)

* Index 8 to Index 12: Command buffer data {Command byte: HIGH SPEED READ (0x0B), address byte (0x02,
0x1E, 0x00), dummy byte (0x00)}

In this case, HIGH-SPEED READ (0x0B) instruction is specific to SST26VF016B.

The host then initiates the second SETUP phase by sending a SETUP packet for reading the hub's internal register at
0xBFD22310 containing the data bytes to be read. Figure 12 shows this SETUP packet. Refer to Table 15 for the USB
SETUP command details.

TABLE 15: USB SETUP COMMAND: SPI BLOCK READ

SETUP Packet Value Description
bmRequestType 0xCO0 Vendor-specific command with device-to-host-to-data transfer
bRequest 0x04 CMD_MEMORY_READ
wValue 0x2310 ADDR_LO
windex 0xBFD2 ADDR_HI
wlLength 0x0200 Number of data bytes to be retrieved (512 bytes)

FIGURE 12: SPI BLOCK READ (SETUP PHASE 2 AND DATA PHASE 2)

“ Transaction [H D 7o R [BREGUEsH wValue [WIRGEXH wLength
69139 Sl [ oxB4 9 0 |[o]o->H[V [D] 0x04 [0x2310|0xBFD2| 512 0x48 15. 028 157 650

[IC Duration Time Stamp
255498 'S 8 133.333ns 15 . 028 157 650

o Packet 4 DATAO § Data CRC16 Pkt Len Duration idie Time Stamp
6 255499 0xC3 CO 04 10 23 D2 BF 00 02{0x1D76] 18 300.000 ns 268.000 ns 15028 157 982
=] Packet D H ACK Pkt Len Duration Time Time Stamp
6255500 I OfF|["oxam | & | 15 028 158 550
" Transaction [H IN ADDR T’ Data Time Time Stamp
ORI || oxo6 | 9 | 0 J[1[64 bytes]
" Transaction [H N ADOR [EIGEI’ Data
69149 s 0|64 bytes 0x48 66.000 us 15 . 028 310 500
" Transaction [l
69153 S 0x96 9 0 1/64 bytes 0x48 66.000 us 15 . 028 376 500
N i oata
69157 S 0|64 bytes 0x48 68.000 us 15 . 028 442 500
" Transaction [Hl
69161 S 1164 bytes 0x48 66.000 us 15. 028 510 500
” Transaction [HI IN ADDR i’ Data
69165 S 0x96 9 0 0[64 bytes 0x4B 66.000 us 15 . 028 576 500
 Transaction [H IN ADDR EIEIE
69169 S 0x96 9 0 1]64 bytes 0x48 66.000 us 15 . 028 642 500
" Transaction [Hl i’ Data
69173 S 0x96 9 0 0]64 bytes 0x4B 9.532 us 15 . 028 708 500
T Transaction [H ADOR EIEE
69174 S| 0x87 9 0 1]/0 bytes 0x48 77.900 us 15 . 028 718 032

~ Transaction [H

During the DATA phase that follows this, the Hub responds with IN packets (See Figure 12.) containing a total of 512
bytes retrieved from the SPI flash via the pass-through interface.
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APPENDIX A: APPLICATION NOTE REVISION HISTORY

TABLE A-1:  REVISION HISTORY

Revision Level & Date

Section/Figure/Entry

Correction

DS-00002430C
(09-26-18)

Introduction

Added USB4912, USB4712, and USB4714 hubs

References

Added USB4912, USB4712, and USB4714 Data Sheets to
the list of references and changed “AN2651: Configuration
of the USB49x4 Application Note” to “Configuration of the
USB47xx and USB49xx Application Note”

Microchip Software
Solutions

Replaced the “3.0 MPLABCC DLL Implementation” section
with the Microchip Software Solutions section

Table 1 Added settings for USB4712 and USB4912

Table 2 Added SPI interface pin numbers for USB4712 and
USB4912

All Made formatting changes throughout the document

DS-00002430B

USB-to-SPI Bridging

Changed “USB4715” to “USB471x”

(05-30-18) with Microchip USB471x
and USB49xx Hubs
Introduction Specified new functions
References Added “SST26VF016B Data Sheet” and
“AN2651: Configuration of the USB49x4 Application Note”
Figure 1 Changed “USB4904 Hub” to “USB49xx/471x Hub”
Table 2 Changed “USB3613 AND USB3813” to “USB49xx AND
USB471x” in the title
Low-Level Implementa- | Changed “Manual Implementation” to “Low-level Imple-
tion mentation” and merged Sections 5 and 6 with this section
All Made minor text and formatting changes throughout the
document
DS00002430A All Initial release
(04-25-17)
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THE MICROCHIP WEBSITE

Microchip provides Online support via our WWW site at www.microchip.com. This website is used as a means to make
files and information easily available to customers. Accessible by using your favorite Internet browser, the website
contains the following information:

» Product Support — Data sheets and errata, application notes and sample programs, design resources, user’s
guides and hardware support documents, latest software releases and archived software

* General Technical Support — Frequently Asked Questions (FAQ), technical support requests, online discussion
groups, Microchip consultant program member listing

» Business of Microchip — Product selector and ordering guides, latest Microchip press releases, listing of
seminars and events, listings of Microchip sales offices, distributors and factory representatives

CUSTOMER CHANGE NOTIFICATION SERVICE

Microchip’s customer notification service helps keep customers current on Microchip products. Subscribers will receive
e-mail notification whenever there are changes, updates, revisions or errata related to a specified product family or
development tool of interest.

To register, access the Microchip website at www.microchip.com. Under “Support”, click on “Customer Change Notifi-
cation” and follow the registration instructions.

CUSTOMER SUPPORT

Users of Microchip products can receive assistance through several channels:

« Distributor or Representative

» Local Sales Office

 Field Application Engineer (FAE)

» Technical Support

Customers should contact their distributor, representative or Field Application Engineer (FAE) for support. Local sales

offices are also available to help customers. A listing of sales offices and locations is included in the back of this
document.

Technical support is available through the website at: http://microchip.com/support
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